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Custom Integrations

• Improved performance and scalability.
• Built-in security features and regular updates, 

reducing vulnerabilities and safeguarding your 
application against emerging threats.

• Long-term support of the upgraded framework, 
ensuring that your application remains robust 
and secure for years to come.



Next Steps
• Contact your Client Success Representative if you 

have not yet reviewed your custom software.
• If it is determined that you do still need the custom 

work and need it rewritten, we will need a signed 
change request provided by Client Success.

• If it is determined that you no longer need the 
report you will need to sign a letter stating that the 
report will be deprecated from your site

• Goal is to have everything rewritten by July 1, 2025.



Hardware Best Practices

Keep your equipment in tip-top shape.
• If your kiosk is outdoor, you should 

have proper weather protection.

• Keep hardware in a secure location if 

possible.

• Keep your kiosk up to date with the 

Microsoft updates.

• Keep a key log of your keys in case 

any keys are misplaced.

• Make sure outlets to your key box 

and kiosk are not on timers.



Time for a Tune Up?

• If your kiosks are over four 
years old, consider upgrading 
for:
o Improved performance & 

responsiveness

o Enhanced security

o Improved supportability with 
replacement kiosks shipped the 
same or next day



Command Discount

off any kiosk 
purchased by 
October 15th

10%



FedRAMP



FedRAMP Key Terms
FedRAMP = Federal Risk and Authorization Management Program

NIST = National Institute of Standards and Technology

CSP = Cloud Service Partner

CSO = Cloud Service Offering

3PAO = Third Party Assessment Organization

SSP = System Security Plan

SAR = Security Assessment Report

POA&M = Plan of Action and Milestones

ATO = Authorization to Operate



FedRAMP

Built upon the foundation of NIST SP 800-53 is a 
comprehensive set of security and privacy controls for 
federal information systems and organizations. Designed to 
protect information systems against cyber attacks, insider 
threats, and other vulnerabilities.

https://www.fedramp.gov/faqs/

NIST SP 800-53 serves as a foundational resource for 
establishing and maintaining security and privacy programs 
within federal agencies and other organizations. By providing 
a comprehensive set of controls and guidance, it helps 
organizations protect their information systems against a 
wide range of risks, ensuring the confidentiality, integrity, 
and availability of information.

https://www.fedramp.gov/faqs/
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Agile Fleet is currently at stage #6 and we are looking to go live by Q2 of 2025.



FedRAMP Benefits
Cost and Time Efficiency:

• Standardization: FedRAMP’s standardized security requirements and assessments reduce the time and resources agencies need 

to spend on evaluating cloud services.

• Pre-Authorized Cloud Services: Agencies can leverage existing FedRAMP authorizations, speeding up the procurement and 

deployment of cloud services.

Improved Security Assurance:

• Comprehensive Security Controls: FedRAMP's rigorous security controls provide agencies with confidence that certified cloud 

services are secure.

• Continuous Monitoring: The continuous monitoring requirements ensure that security controls are maintained and updated in 

response to new threats.

Regulatory Compliance:

• Alignment with Federal Policies: FedRAMP aligns with federal security regulations and policies, helping agencies meet their 

compliance obligations.

• Simplified Audit Process: The standardized approach to security assessments can simplify audits and reporting for agencies 

using FedRAMP-certified services.



Partnerships



Agile Fleet Alliance Network

Agile Fleet values 
building meaningful 
relationships with fleet 
and technology’s 
leading solutions.



Partnership Value

• Synergy

• Provide an unparalleled customer experience

• Expedite innovation

• Diversify our offerings

• Expand our reach



Partnership Types

Technology Reseller

AffiliateVendor



Questions?
Next Up: Conference 
Reception (6:00 pm)

Wrap-Up
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